武汉商学院虚拟化服务平台虚拟机申请表

编号： 填表日期：

|  |  |  |
| --- | --- | --- |
| 用户信息 | 部门名称 |  |
| 负责人 | 姓名 |  | 办公电话 |  |
| 手机 |  | Email |  |
| 管理员 | 姓名 |  | 办公电话 |  |
| 手机 |  | Email |  |
| CPU核数 |  | 内 存 |  |
| 硬 盘 |  | 操作系统类型 |   | □预装 □自装  |
| 开放端口 |  | 服务范围 |  □ 校内 □ 校外 |
| **申请理由** |  | 域 名 |  |
| 主要用途 |  |
| 访问关系 | 数据中心服务器 |  |
| 网络设备 |  |
| 其 他 |  |
| 单向、双向端口要求 |  |
| 审批流程 | 虚拟机名 |   | IIP地址 |  |
| **申请部门****负责人****意见** | （签字并盖单位公章）　　　　　　　　　　　　　　　　　　　　　　　　年　　月　　日 |
| **现代教育技术中心意见** | （签 字）　　　　　　　　　　　　　　　　　　　　　　　　年　　月　　日 |

注：服务器信息中的IP地址和域名信息，请咨询现代教育技术中心后再填写。

此表与《用户安全责任书》正反面打印在一张纸上。

武汉商学院虚拟化服务平台用户安全责任书

我作为虚拟机申请人（域名： IP地址： ）已经认真阅读过以下内容，并保证遵守其中的各项规定：

1、在使用虚拟机时遵守国家及学校的有关法律、法规和规章制度。保证该虚拟机内的数据信息无任何国家法律法规和社会道德所禁止的或不受欢迎的内容，否则承担由此引起的一切政治、经济、社会和法律的后果。

2、负责服务器的日常维护，对服务器本身所提供的应用服务，负责监督、审核，确保其内容不含任何违反国家相关法规及通信单位有关使用计算机互联网的规定。保证不向他人发送恶意的、挑衅性的数据信息和商业广告。

3、不利用该服务器从事危害国家安全、泄露国家秘密等犯罪活动，不利用该服务器查阅、复制和传播危害国家安全、妨碍社会治安及其他任何违法的信息。

4、建立安全管理制度，对服务器内全部数据及信息做到定时巡查，发现有害信息要及时清除，发生重大情况要及时关闭服务器并向学校及现代教育技术中心报告。

5、不出租或转让服务器空间给他人使用。在使用计算机互联网业务时，不从事危害他人信息系统和网络安全，侵犯他人合法权益的活动。

6、不泄露虚拟机的账号和密码，否则承担由此引起的一切后果。

7、有义务接受学校及公安机关等有关单位对服务器使用情况的检查。

8、如果有违反以上规定的情况出现，学校将中断虚拟机服务，而不需要事先取得我单位的同意。

9、我部门原则上只提供服务器虚拟机“硬盘空间”和“网络资源”等基础环境，不提供操作系统，操作系统由申请方提供或安装，如申请方需要我部门提供，我部门可支持并提供，操作系统的版权和漏洞安全责任由申请方承担，申请方应对操作系统漏洞进行补丁更新。

10、作为虚拟化服务平台的用户，申请部门负责人及虚拟机申请人完全同意遵守以上各项规定。

单位盖章：

虚拟机申请人签字：

申请部门负责人签字：

日 期：